**互联网新闻信息服务  
安全评估报告**

**申请单位：**

**报告时间： 年 月 日**
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## 

## 一、技术保障人员情况

| **序号** | **姓名** | **国籍** | **部门** | **岗位** | **职务/职称** | **最高学历** | **相关从业年限** | **入职时间** | **相关技能证书** |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |

# 二、技术保障措施评估

请严格按照评估要求认真开展安全评估工作，并严格根据本单位实际情况填写评估内容。

| 评估内容 | 评估要求 | 服务名称1 | | 服务名称2 | | 服务名称3 | | 服务名称4 | | … | |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 符合要求  （是/否） | 执行情况评估得分 | 符合要求  （是/否） | 执行情况评估得分 | 符合要求  （是/否） | 执行情况评估得分 | 符合要求  （是/否） | 执行情况评估得分 | … | … |
| 1.信息源（稿源）管理保障（100分） | 对稿源建立白名单库等分级分类管理措施或技术手段；对稿源建立审核管理措施或技术手段。 |  |  |  |  |  |  |  |  | … | … |
| 2.内容审核与敏感信息管理（100分） | 对发布的信息内容（包括文本、图片、音视频等）建立审核机制和相应技术手段；建立敏感信息样本库并进行定期维护及时更新；具备对违法和不良信息发现、识别、阻断及处置的技术手段。 |  |  |  |  |  |  |  |  |  |  |
| 3.开放接口管理（100分） | 明确由第三方提供的、向第三方提供的API接口服务形式、服务方法、权限管理和安全审计；对发布到第三方的信息和数据具备相应的技术审核措施。 |  |  |  |  |  |  |  |  |  |  |
| 4.用户（账户）管理及违规处置（100分） | 用户注册应进行实名认证，对用户注册、变更信息（昵称、头像等）进行审核；对用户进行差异化的安全等级管理，限制未登录用户的使用权限，用户匿名操作时后台可追溯；当用户发布的内容含有违法和不良信息，或违反协议约定时，对违规账号进行处置，明确时限并保存记录。 |  |  |  |  |  |  |  |  |  |  |
| 5.举报机制（100分） | 建立举报机制，明确标识举报入口，管理和处置举报信息并建立相应技术手段。 |  |  |  |  |  |  |  |  |  |  |
| 6.应急处置机制（100分） | 对重大信息安全事件具备应急处置能力，并建立相关技术手段。 |  |  |  |  |  |  |  |  |  |  |
| 7.日志留存管理（100分） | 对信息发布、有害信息处置、违规账号处理等操作行为形成日志，并配套相应技术手段进行管理、留存、可追溯。 |  |  |  |  |  |  |  |  |  |  |

# 三、用户个人信息保护制度评估

请严格按照评估要求认真开展安全评估工作，并严格根据本单位实际情况填写评估内容。

| 评估内容 | 评估要求 | 服务名称1 | | 服务名称2 | | 服务名称3 | | 服务名称4 | | … | |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 符合要求  （是/否） | 执行情况评估得分 | 符合要求  （是/否） | 执行情况评估得分 | 符合要求  （是/否） | 执行情况评估得分 | 符合要求  （是/否） | 执行情况评估得分 | … | … |
| 1.个人信息明示机制（100分） | 建立个人信息明示机制，在业务活动中收集、使用个人信息时，应明示收集、使用信息的目的、方式、范围和规则，并经被收集者同意；应遵循法律、法规的规定和双方的约定收集、使用、保护个人信息。 |  |  |  |  |  |  |  |  | … | … |
| 2.个人信息安全防护技术措施（100分） | 建立个人信息安全防护技术措施，确保用户信息在收集、存储、管理、使用环节的安全性。 |  |  |  |  |  |  |  |  |  |  |
| 3.个人信息保护应急处置机制（100分） | 建立个人信息保护应急处置机制，在个人信息发生或者可能发生泄露、毁损、丢失的情况时，应立即采取补救措施，及时告知用户并向有关主管部门报告；当用户举报个人隐私等合法权益受到侵犯时，应具备追溯、查验、处置等相关技术措施。 |  |  |  |  |  |  |  |  |  |  |

## 四、承诺书

为促进互联网新闻信息服务健康有序发展，维护国家安全和社会稳定，本单位在从事互联网新闻信息服务业务期间，将遵守有关法律法规，在互联网新闻信息服务信息内容安全技术保障方面，作如下承诺：

（一）本报告所涉及的所有信息及评估情况真实、准确、合法、有效，完全符合本单位实际情况，不存在弄虚作假，不存在骗取行政许可等情况。

（二）建立健全技术安全评估管理和保障制度，承诺根据要求组织开展技术安全评估，对评估结果的真实性负责，对评估中发现的安全风险及时整改。建立健全互联网新闻信息安全可控的技术保障措施，承诺具备相应技术手段保障信息内容安全，保护用户个人隐私，留存系统运行和用户使用日志，对违法和不良信息做到及时发现、识别、处置。

（三）建立互联网新闻信息服务安全负责人联系制度，保证主管部门可以随时与单位安全负责人沟通联系。本单位法定代表人为第一安全负责人，单位相关部门负责人为第二安全负责人。负责人变更后，将在3个工作日内书面通知主管部门。

（四）自觉接受管理部门的监督检查管理，积极配合管理部门的管理工作。

（五）若有违上述承诺，愿意承担相应责任及后果。

第一安全负责人(法定代表人)

姓名：职务：

办公电话：手机：

第二安全负责人(相关部门负责人)

姓名：职务：

办公电话：手机：

法定代表人签字：

单位盖章：

年 月 日

## 附：说明

**1.**申请单位完成《安全评估报告》后需加盖骑缝章。

2.服务名称。服务名称是指具体评估的服务形式名称，如XX网站、XX应用程序、XX公众账号等，申请的服务名称均需逐项进行安全评估。

3.执行情况评分标准。相关制度机制或技术保障措施执行情况良好且有效： 100分≥得分≥80分；执行情况一般且未发现漏洞：80分>得分≥60分；执行情况较差或存在漏洞：60分>得分≥30分；未执行或存在明显较大漏洞：30分>得分≥0分。请逐项评估并打分，每项满分100分。

4.若申请的某个服务名称，不适用某评估内容，请在是否符合要求中，明确填写“不适用”。

5.评估方式。请据实选择，如为第三方评估，请填写第三方安全评估单位信息表并加盖第三方评估单位公章。

1.自评估□

2.第三方评估□

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **第三方安全评估单位信息表** | | | | |
| 单位名称（公章） |  | | | |
| 单位地址 |  | | | |
| 联系人 | 姓名 |  | 职务/职称 |  |
| 所属部门 |  | 办公电话 |  |
| 移动电话 |  | 电子邮件 |  |
| 负责人 | 姓名 |  | 联系电话 |  |